
STINGRAY – PHISHING ATTACK SIMULATOR IN 5 EASY STEPS

Stingray is an easy-to-use automated phishing tool that helps strengthen an organization’s defenses from hackers. 

The tool sends simulated phishing emails to employees for real-time testing and tracks the results over time. Continuous 
simulations give employees experience with phishing attacks and allows them to apply lessons learned from our Security 
Awareness Training in their everyday environment.
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Create a Campaign
Name the campaign, select the start and end dates, and upload the contact 
information for those you wish to target. Contacts can be saved into groups 
to speed up the process for future campaigns.

Design the Attack
Stingray has 150+ pre-built email templates and landing pages of popular 
brands to choose from such as: Amazon, ADP, and Microsoft. If the templates 
aren’t enough, you can create your own templates in the platform!

Launch the Simulation
Once you have decided on the email and the landing page those tricked 
will be sent to, simply launch the campaign.

Monitor Results
Stingray’s dashboard shows who clicked on the links in the email and which 
users entered password credentials. The people who got “phished” are 
automatically presented a Security Awareness Training video giving them 
tips to avoid falling victim again.

Re-test those who got “phished”
After watching the Security Awareness Training video, we recommend 
re-testing those who got “phished” as well as continuous campaigns to 
measure and track the Security Awareness of your organization.
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